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ฉบับที่ 1 ประกาศ ณ วันที่ 15 ธนัวาคม 2568 

ประกาศความเป็นส่วนตัวกลุม่บริษัทกรีน เยลโล่ 

สำหรับการใช้งานกล้องวงจรปิด (CCTV) 

                                      ประกาศ ณ วันที ่15 ธันวาคม 2568 

บริษัท กรีน เยลโล่ (ไทยแลนด์) จำกัด รวมถึงกลุ่มบริษัทกรีนเยลโล่ในประเทศไทย (“บริษัท”) ได้จัดให้มีการติดตั้ง

กล้องวงจรปิด (CCTV) ทั้งภายในและบริเวณโดยรอบของบริษัทเพื่อการรักษาความมั่นคงปลอดภัยของสถานที่ ทรัพย์สิน ของ

บริษัท รวมทั้งการรักษาความปลอดภัยในชีวิต ร่างกายและสุขภาพของบุคคลใด ๆ ก็ตามที่อยู่ภายในและบริเวณโดยรอบของ

บริษัท (“ท่าน”) บริษัทให้ความสำคัญอย่างยิ่งต่อการคุ้มครองข้อมูลส่วนบุคคลของท่าน ดังนั้น บริษัทจึงจัดทำประกาศความ

เป็นส่วนตัวฉบับนี้ขึ้น เพื่อชี้แจงให้ท่านทราบถึงสิทธิของเจ้าของข้อมูลส่วนบุคคล หน้าที่ของบริษัท ตลอดจนรายละเอียดที่

เกี่ยวข้องกับการประมวลผลข้อมูลส่วนบุคคลของท่าน ตามบทบัญญัติแห่งพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 

2562 และกฎหมายอื่นท่ีเกี่ยวข้อง 

1. คำนิยาม  

คำศัพท์ คำนิยาม 

กฎหมายคุ้มครองข้อมูลส่วนบุคคล พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 รวมถึงฉบับแก้ไขเพิ่มเติม 

กฎหมาย กฎหมายลำดับรอง กฎ ระเบียบ ประกาศ หรือคำสั่ง ที่เกี่ยวข้องกับการ

คุ้มครองข้อมูลส่วนบุคคล 

การประมวลผล/ประมวลผล   การดำเนินการใด ๆ ซึ ่งกระทำต่อข้อมูลส่วนบุคคลหรือชุดข้อมูลส่วนบุคคล 

ไม ่ ว ่ าจะโดยว ิธ ีการอ ัตโนม ัต ิหร ือไม ่  เช ่น  การ เก ็บ บ ันท ึก  จ ัดระบบ 

จัดโครงสร้างเก็บรักษา เปลี ่ยนแปลงหรือปรับเปลี ่ยน การรับ พิจารณา ใช้ 

เปิดเผยด้วยการส่งต่อ เผยแพร่ หรือการกระทำอื่นใดซึ่งทำให้เกิดความพร้อม 

ใช้งาน การจัดวางหรือผสมเข้าด้วยกัน การจำกัด การลบ หรือการทำลาย 

ข้อมูลส่วนบุคคล ข้อมูลเกี ่ยวกับบุคคลซึ่งทำให้สามารถระบุตัวบุคคลนั ้นได้ ไม่ว่าทางตรงหรือ

ทางอ้อม แต่ไม่รวมถึงข้อมูลของผู้ถึงแก่กรรมโดยเฉพาะ  

ข้อมูลส่วนบุคคลอ่อนไหว ข้อมูลส่วนบุคคลเกี่ยวกับเช้ือชาติ เผ่าพันธุ์ ความคิดเห็นทางการเมือง ความเช่ือใน

ลัทธิ ศาสนาหรือปรัชญา พฤติกรรมทางเพศ ประวัติอาชญากรรม ข้อมูลสุขภาพ 

ความพิการ ข้อมูลสหภาพแรงงาน ข้อมูลพันธุกรรม ข้อมูลชีวภาพ (เช่น ข้อมูล

จำลองใบหน้า ข้อมูลจำลองม่านตา หรือข้อมูลจำลองลายนิ้วมือ) หรือข้อมูลอื่นใดที่

กระทบต่อเจ้าของข้อมูลส่วนบุคคลในทำนองเดียวกันตามที่คณะกรรมการคุ้มครอง

ข้อมูลส่วนบุคคลประกาศกำหนด 
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เจ้าของข้อมูลส่วนบุคคล บุคคลธรรมดาซึ ่งถ ูกทำให้ระบุต ัวตนได ้ด ้วยข ้อม ูลส ่วนบ ุคคล  ไม ่ว ่าโดย

ทางตรงหรือทางอ้อม 

ประกาศความเป็นส่วนตัว/ประกาศ ประกาศความเป็นส่วนตัวกลุ่มบริษัทกรีน เยลโล่ สำหรับการใช้งานกล้องวงจรปิด 

(CCTV) 

 

2. ข้อมูลส่วนบุคคลที่บริษัทเก็บรวบรวมและแหล่งที่มาของข้อมูลส่วนบุคคล  

บริษัทจะดำเนินการเก็บรวบรวมและเก็บรักษาข้อมูลส่วนบุคคลโดยวิธีการที่ชอบด้วยกฎหมาย และจำกัดการดำเนินการ

เฉพาะเท่าที่จำเป็นเพื่อให้บรรลุวัตถุประสงค์ในการดำเนินงานของบริษัท ได้แก่ ภาพนิ่ง ภาพเคลื่อนไหว และเสียงของท่านท่ี

บันทึกผ่านกล้องวงจรปิดในบริเวณพื้นท่ีของบริษัท โดยบริษัทได้ทำการติดตั้งกล้องวงจรปิดในตำแหน่งที่มองเห็นได้ โดยจะจัด

วางป้ายเตือนว่ามีการใช้งานกล้องวงจรปิด ณ ทางเข้าและทางออก รวมถึงพื้นที่ที่บริษัทเห็นสมควรว่าเป็นจุดที่ต้องมีการเฝ้า

ระวัง เพื่อเก็บรวบรวมข้อมูลส่วนบุคคลของท่านเมื่อท่านเข้ามายังพื้นที่  ทั้งนี้ บริษัทมิได้ติดตั้งกล้องวงจรปิดในพื้นที่ส่วนตัว 

เช่น ห้องน้ำ หรือพ้ืนท่ีอื่นใดท่ีอาจละเมิดความเป็นส่วนตัวของบุคคลได้ 

 

3. วัตถุประสงคแ์ละฐานทางกฎหมายในการประมวลผลข้อมูลส่วนบุคคล 

บริษัทจะประมวลผลข้อมูลส่วนบุคคลของท่านเพื่อวัตถุประสงค์ต่างๆ โดยอาศัยฐานทางกฎหมายดังต่อไปนี้  

• บริษัทจะประมวลผลข้อมูลตามประโยชน์โดยชอบด้วยกฎหมาย ซึ่งจะดำเนินการภายในขอบเขตที่สามารถคาดหมาย

ได้อย่างสมเหตุสมผลและไม่กระทบต่อสิทธิหรือเสรีภาพของท่านเกินควร  

• บริษัทจะประมวลผลข้อมูลเพื่อการปฏิบัติตามกฎหมาย รวมถึงกฎระเบียบ หรือคำสั่งจากหน่วยงานรัฐที่มีอำนาจ 

และการดำเนินการที่จำเป็นในกระบวนการทางกฎหมาย  

• การประมวลผลอาจเกิดขึ้นเพื่อปกป้องประโยชน์สำคัญต่อชีวิตของท่าน อาทิ เพื่อป้องกันอันตรายต่อชีวิต ร่างกาย 

หรือสุขภาพของท่าน 

 

การประมวลผลข้อมูลส่วนบุคคลข้างต้นจะดำเนินการเพื่อวัตถุประสงค์ดังต่อไปนี้ 

• เพื่อคุ้มครองความปลอดภัยในชีวิต ร่างกาย สุขภาพ และทรัพย์สินของท่าน ท้ังภายในและบริเวณโดยรอบของบริษัท 

• เพื่อรักษาความปลอดภัยและความมั่นคงของอาคาร สถานท่ี และทรัพย์สินท้ังภายในและบริเวณโดยรอบของบริษัท 

• เพื่อช่วยในการระงับข้อพิพาทที่เกิดขึ้นจากกระบวนการทางวินัยหรือกระบวนการร้องทุกข์ 

• เพื่ออำนวยความสะดวกในกระบวนการสอบสวน การจัดการข้อร้องเรียน รวมถึงการเริ่มต้นหรือการป้องกันการ

ดำเนินคดีในศาล เช่น การใช้สิทธิเรียกร้องทางคดีแรงงาน 
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4. การเปิดเผยข้อมูลส่วนบุคคล  

เพื่อบรรลุวัตถุประสงค์ตามประกาศนี้ บริษัทอาจเปิดเผยข้อมูลส่วนบุคคลของท่านแก่บุคคลภายในและภายนอกบริษัท 

โดยจะกำหนดให้ผู้รับข้อมูลมีมาตรการปกป้องข้อมูลอย่างเหมาะสม และประมวลผลข้อมูลส่วนบุคคลเฉพาะเท่าที่จำเป็น ดังนี ้

4.1 หน่วยงานภายในบริษัท บริษัทอาจต้องเปิดเผยข้อมูลส่วนบุคคลของท่านให้แก่ บุคลากรของบริษัท หน่วยงานภายใน

บริษัท โดยหมายรวมถึง ผู้บริหาร หัวหน้างาน พนักงาน อย่างไรก็ดี บริษัทจะจำกัดแค่เฉพาะผู้ที่เกี่ยวข้องและมีความจำเป็นตอ่

การประมวลผลข้อมูลส่วนบุคคลเท่านั้น  

4.2 ผู้ให้บริการ บริษัทอาจว่าจ้างผู้ให้บริการภายนอก เป็นผู้ให้บริการแทนหรือสนับสนุนการดำเนินธุรกิจของบริษัท ซึ่ง

รวมไปถึง ตัวแทน ผู้รับจ้าง ผู้รับจ้างช่วง ของผู้ให้บริการนั้นด้วย ได้แก่ ผู้ให้บริการด้านกล้องวงจรปิด เพื่อวัตถุประสงค์ในการ

เก็บรักษาข้อมูลบนระบบ ซ่อมและปรับปรุงระบบเฉพาะในกรณีที่บริษัทอนุญาตแล้วเท่าน้ัน 

4.3 หน่วยงานรัฐที่มีอำนาจ บริษัทอาจต้องเปิดเผยข้อมูลส่วนบุคคลของท่านหน่วยงานราชการ หน่วยงานที่ทำหน้าที่

กำกับดูแลบริษัท หรือหน่วยงานอ่ืนท่ีมีอำนาจหน้าท่ีตามที่กฎหมายกำหนด เพื่อการปฏิบัติตามกฎหมาย อาทิ สำนักงานตำรวจ

แห่งชาติ สำนักงานคณะกรรมการคุ้มครองข้อมูลส่วนบุคคล ศาล รวมทั้งเจ้าหน้าที่รัฐที่มีอำนาจในการเข้าถึงข้อมูลส่วนบุคคล 

เช่น เจ้าหน้าที่ตำรวจอัยการ 

 

5. การส่งต่อหรือโอนข้อมูลไปยังต่างประเทศ  

เพื่อดำเนินการตามวัตถุประสงค์ที่ระบุไว้ในประกาศฉบับนี้  บริษัทอาจโอนข้อมูลส่วนบุคคลของท่านไปยังผู้รับข้อมูลใน

ต่างประเทศ โดยบริษัทจะจัดให้มีมาตรการคุ้มครองข้อมูลและความปลอดภัยที่เหมาะสม และดำเนินการให้เป็นไปตาม

กฎหมายคุ้มครองข้อมูลส่วนบุคคล รวมถึงตรวจสอบให้ประเทศหรือหน่วยงานปลายทางมีมาตรฐานการคุ้มครองข้อมูลในระดบั

ที่เพียงพอหรือเป็นไปตามเง่ือนไขท่ีกฎหมายกำหนด 

ทั้งนี้ บริษัทอาจจัดเก็บข้อมูลของท่านบนระบบคอมพิวเตอร์ เซิร์ฟเวอร์ หรือคลาวด์ของผู้ให้บริการภายนอก และอาจใช้

ซอฟต์แวร์หรือแพลตฟอร์มสำเร็จรูปในการประมวลผลข้อมูล โดยบริษัทจะควบคุมไม่ให้ผู้ที่ไม่มีส่วนเกี่ยวข้องเข้าถึงข้อมูล และ

กำหนดให้ผู้ให้บริการต้องมีมาตรการรักษาความมั่นคงปลอดภัยที่เหมาะสม 

 

6. ระยะเวลาในการจัดเก็บข้อมูลส่วนบุคคล 

บริษัทจะเก็บรักษาข้อมูลส่วนบุคคลของท่านไว้ตามระยะเวลาที่จำเป็นเพื่อบรรลุวัตถุประสงค์ในการประมวลผลข้อมูลนั้น 

โดยระยะเวลาการเก็บรักษาจะแตกต่างกันไปตามวัตถุประสงค์ต่าง ๆ นอกจากนี้ บริษัทจะเก็บรักษาข้อมูลส่วนบุคคลตาม

ระยะเวลาที่กฎหมายที่เกี่ยวข้องกำหนด โดยพิจารณารวมถึงอายุความทางกฎหมายสำหรับการดำเนินคดีที่อาจเกิดขึ้น รวมถึง
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แนวปฏิบัติของบริษัทและมาตรฐานในภาคธุรกิจ โดยบริษัทจะเก็บข้อมูลส่วนบุคคลของท่านเป็นระยะเวลาไม่เกิน 90 วันนับ

แต่วันท่ีได้มีการจัดเก็บข้อมูลดังกล่าว 

เมื่อหมดความจำเป็นที่จะต้องเก็บรักษาข้อมูลส่วนบุคคลของท่านตามวัตถุประสงค์หรือกฎหมายที่เกี่ยวข้อง บริษัทจะ

ดำเนินการลบ ทำลาย หรือทำให้ข้อมูลส่วนบุคคลดังกล่าวเป็นข้อมูลที่ไม่สามารถระบุตัวบุคคลที่เป็นเจ้าของข้อมูลส่วนบุคคล

ได้ด้วยวิธีที่เหมาะสม 

 

7. มาตรการรักษาความมั่นคงปลอดภัยข้อมูลส่วนบุคคล 

บริษัทได้ดำเนินการจัดให้มีมาตรการด้านความมั่นคงปลอดภัยที่เหมาะสม ครอบคลุมทั้งมาตรการบริหารจัดการ 

มาตรการทางเทคนิค และมาตรการทางกายภาพ เพื่อป้องกันการเข้าถึง การใช้ การเปลี่ยนแปลง แก้ไข หรือเปิดเผยข้อมูลโดย

ไม่ได้รับอนุญาต เช่น ระบบควบคุมสิทธิการเข้าถึงข้อมูลส่วนบุคคล การกำหนดผู้ที่สามารถเข้าถึงข้อมูลได้ตามหน้าที่ และการ

จัดให้มีระบบตรวจสอบย้อนหลัง เพื่อให้มั่นใจว่าข้อมูลจะถูกเข้าถึงเฉพาะโดยบุคลากรที่ได้รับอนุญาตเท่านั้น ซึ่งบุคคลเหล่านี้

จะได้รับการฝึกอบรมและสรา้งความตระหนักรูถ้ึงความสำคัญของการรกัษาความปลอดภัยของข้อมูลส่วนบุคคลอย่างเหมาะสม  

ทั้งนี้ บริษัทจะจัดให้มีการทบทวนมาตรการดังกล่าว รวมทั้งปรับปรุงและพัฒนามาตรการดังกล่าว เมื่อมีความจำเป็นหรือ

เมื่อเทคโนโลยีเปลี่ยนแปลงไปเพื่อให้การรักษาความมั่นคงปลอดภัยข้อมูลเป็นไปอย่างมีประสิทธิภาพ 

 

8. สิทธิของเจ้าของข้อมูลส่วนบุคคล 

ภายใต้กฎหมายคุ้มครองข้อมูลส่วนบุคคล ท่านในฐานะเจ้าของข้อมูลส่วนบุคคลมีสิทธิตามกฎหมายคุ้มครองข้อมูลส่วน

บุคคล ดังต่อไปนี้ 

8.1 สิทธิในการเพิกถอนความยินยอม หากท่านได้ให้ความยินยอมในการประมวลผลข้อมูลส่วนบุคคลของท่านกับบริษัท 

ท่านมีสิทธิในการเพิกถอนความยินยอมในการประมวลผลข้อมูลส่วนบุคคลของท่านได้ตลอด เว้นแต่มีข้อจำกัดสิทธิโดย

กฎหมายหรือสัญญาที่ให้ประโยชน์แก่ท่าน ทั้งนี้ การถอนความยินยอมนี้จะไม่ส่งผลกระทบต่อการประมวลผลข้อมูลส่วนบุคคล

ที่ท่านได้ให้ความยินยอมไปแล้วโดยชอบ 

หากท่านถอนความยินยอมท่ีได้ให้ไว้กับบริษัทหรือไม่ยินยอมท่ีจะให้ข้อมูลกับบริษัท ไม่ว่าทั้งหมดหรือบางส่วน อาจส่งผล

ให้บริษัทไม่สามารถดำเนินการเพื่อบรรลุวัตถุประสงค์ทั้งหมดหรือบางส่วนตามที่กำหนดไว้ในประกาศฉบับน้ีได้  

8.2 สิทธิในการขอเข้าถึงข้อมูลและขอรับสำเนาข้อมูล ท่านมีสิทธิในการเข้าถึงข้อมูลส่วนบุคคลและได้รับสำเนาข้อมูล

ส่วนบุคคลของท่าน รวมถึงมีสิทธิให้บริษัทเปิดเผยการได้มาซึ่งข้อมูลส่วนบุคคลที่ท่านไม่ได้ให้ความยินยอม 

8.3 สิทธิในการขอให้โอนย้ายข้อมูล ท่านมีสิทธิขอให้บริษัทส่งหรือโอนข้อมูลส่วนบุคคลในรูปแบบท่ีสามารถอ่านหรือใช้

งานได้ด้วยเครื่องมือหรืออุปกรณ์ที่ทำงานได้โดยอัตโนมัติ และสามารถใช้หรือเปิดเผยข้อมูลส่วนบุคคลได้ด้วยวิธีการอตัโนมัติ 
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ไปยังผู้ควบคุมข้อมูลส่วนบุคคลอื่น และมีสิทธิขอรับข้อมูลส่วนบุคคลที่บริษัทส่งหรือโอนข้อมูลส่วนบุคคลในรูปแบบดังกล่าวไป

ยังผู้ควบคุมข้อมูลส่วนบุคคลอื่นโดยตรง 

8.4 สิทธิในการคัดค้านการประมวลผลข้อมูล ท่านมีสิทธิในการคัดค้านการประมวลผลข้อมูลส่วนบุคคล ในกรณีที่บริษัท 

ประมวลผลข้อมูลส่วนบุคคล เพื่อประโยชน์โดยชอบด้วยกฎหมายของบริษัทหรือของบุคคลอื่น เพื่อวัตถุประสงค์เกี่ยวกับ

การตลาดแบบตรง หรือ เพื่อการวิจัยทางวิทยาศาสตร์ ประวัติศาสตร์ หรือสถิติ 

8.5 สิทธิขอให้ลบหรือทำลายข้อมูล ท่านมีสิทธิขอให้บริษัทดำเนินการลบ ทำลายข้อมูลส่วนบุคคลของท่าน หรือทำให้

ข้อมูลส่วนบุคคลเป็นข้อมูลที่ไม่สามารถระบุตัวท่านได้ หากท่านเชื่อว่าข้อมูลส่วนบุคคลของท่านถูกประมวลผลโดยไม่ชอบด้วย

กฎหมายที่เกี่ยวข้อง ท่านเห็นว่าบริษัทหมดความจำเป็นในการเก็บรักษาไว้ตามวัตถุประสงค์ตามที่ระบุในประกาศฉบับนี้ หรือ

เมื่อท่านได้ใช้สิทธิในการเพิกถอนความยินยอมหรือใช้สิทธิในการคัดค้านการประมวลผลข้อมูลตามที่ระบุไว้ข้างต้นแล้ว 

8.6 สิทธิขอให้ระงับการประมวลผลข้อมูล ท่านมีสิทธิขอให้บริษัทระงับการประมวลผลข้อมูลส่วนบุคคลได้ เมื่ออยู่ใน

ระหว่างรอการตรวจสอบความถูกต้องของข้อมูลส่วนบุคคลตามที่ท่านได้ร้องขอให้แก้ไขข้อมูลดังกล่าวให้ถูกต้อง เมื่อเป็นข้อมูล

ส่วนบุคคลที่ต้องลบแต่ท่านร้องขอให้ระงับแทน หรือเมื่ออยู่ในระหว่างการพิสูจน์ตรวจสอบของบริษัทเกี่ยวกับการใช้สิทธิใน

การคัดค้านการประมวลผลข้อมูลของท่าน 

8.7 สิทธิขอให้แก้ไขข้อมูลให้ถูกต้อง ท่านมีสิทธิขอให้มีบริษัทดำเนินการแก้ไขข้อมูลส่วนบุคคลของท่านให้ถูกต้อง เป็น

ปัจจุบัน ครบถ้วนสมบูรณ์ หรือไม่ก่อให้เกิดความเข้าใจผิด 

8.8 สิทธิในการร้องเรียน ท่านมีสิทธิร้องเรียนมายังบริษัทหรือหน่วยงานที่มีอำนาจตามกฎหมาย หากท่านเชื่อว่าการ

ประมวลผลข้อมูลส่วนบุคคลของท่าน เป็นการกระทำในลักษณะที่ฝ่าฝืนหรือไม่ปฏิบัติตามกฎหมายคุ้มครองข้อมูลส่วนบุคคล 

ท่านสามารถใช้สิทธิตามที่ระบุไว้ไดทุ้กเมื่อ โดยกรอกรายละเอียดผา่นแบบฟอร์มคำขอใช้สิทธิของเจ้าของข้อมูลส่วนบุคคล 

ซึ่งปรากฏอยู่บนเว็บไซต์ https://www.greenyellow.co.th 

อย่างไรก็ตาม การใช้สิทธิดังกล่าวอาจอยู่ภายใต้ข้อจำกัดตามกฎหมายคุ้มครองข้อมูลส่วนบุคคล หรือกฎหมายอื่นที่

เกี่ยวข้อง และในบางกรณี บริษัทอาจมีเหตุผลอันสมควรในการปฏิเสธคำขอใช้สิทธิของท่าน ทั้งนี้ บริษัทจะชี้แจงเหตุผลของ

การปฏิเสธ พร้อมท้ังแจ้งผลการพิจารณาต่อคำขอดังกล่าวให้ท่านทราบ 

 

9. การแก้ไขเปลี่ยนแปลงประกาศความเป็นส่วนตัว  

บริษัทอาจปรับปรุงหรือแก้ไขประกาศความเป็นส่วนตัวนี้ตามความเหมาะสมและสถานการณ์ที่เปลี่ยนแปลงไปตามความ

จำเป็น ท้ังนี้ ขอความร่วมมือจากท่านในการตรวจสอบประกาศฉบับนี้อย่างสม่ำเสมอเพื่อรับทราบข้อมูลที่เป็นปัจจุบัน 

 

10. ช่องทางการติดต่อ  
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หากท่านมีข้อสงสัยเกี่ยวกับเนื้อหาในประกาศความเป็นส่วนตัวฉบับนี้ ต้องการข้อมูลเพิ่มเติมเกี่ยวกับแนวปฏิบัติของ

บริษัทในการคุ้มครองข้อมูลส่วนบุคคล หรือประสงค์จะใช้สิทธิของเจ้าของข้อมูลส่วนบุคคล ท่านสามารถติดต่อบริษัทผ่าน

ช่องทางต่อไปนี ้

สถานที่ติดต่อ:   บริษัท กรีน เยลโล่ (ไทยแลนด์) จำกัด 

48/43-44 อาคารท ิสโก ้ทาวเวอร ์  ช ั ้นท ี ่  19 ถนนสาทรเหน ือ แขวงส ีลม เขตบางรัก 

กรุงเทพมหานคร 10500 

อีเมล:    pdpa@greenyellow.com 

หมายเลขโทรศัพท:์  +66 2079 8081 
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Version 1. Annoucend date 15 December 2025 

Green Yellow Group Privacy Notice 

For Closed-Circuit Television (CCTV) Usage 

 Date of announcement 15 December 2025 

Green Yellow (Thailand) Company Limited, Green Yellow Group Companies in Thailand ( the 

“Company”), has installed Closed-Circuit Television (CCTV) systems both inside and around the Company's 

premises. This is for the security and safety of the Company's locations and assets, as well as for the safety 

and protection of the life, body, and health of any individuals within and around the Company's premises 

("you"). The Company places great importance on the protection of your Personal Data. Therefore, the 

Company has prepared this Privacy Notice to inform you of the rights of Data Subjects, the duties of the 

Company, and details related to the processing of your Personal Data, in accordance with the Personal Data 

Protection Act B.E. 2562 (2019) and other related laws. 

1. Definitions

Term Definition 

Personal Data Protection Law Personal Data Protection Act B.E. 2562 (2019), including amendments, 

subordinate laws, rules, regulations, announcements, or orders related 

to Personal Data protection 

Processing/Process Any operation performed on Personal Data or sets of Personal Data, 

whether or not by automated means, such as collection, recording, 

organization, structuring, storage, alteration, retrieval, consultation, 

use, disclosure by transmission, dissemination or otherwise making 

available, alignment or combination, restriction, erasure or destruction. 

Personal Data Information about a person that enables the identification of that 

person, whether directly or indirectly, but excluding information of 

deceased persons. 

Sensitive Personal Data Personal Data concerning racial or ethnic origin, political opinions, 

religious or philosophical beliefs, sexual behavior, criminal records, 

health data, disability, trade union information, genetic data, biometric 

data (such as facial recognition data, iris scan data, or fingerprint data), 
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or any other data that similarly affects the Data Subject as announced 

by the Personal Data Protection Committee. 

Data Subject A natural person who can be identified, directly or indirectly, by 

Personal Data. 

Privacy Notice/Notice Privacy Notice of Green Yellow Group for employees, job applicants, 

and related individuals. 

 

2. Personal Data Collected by the Company and Sources of Personal Data 

The Company will collect and retain Personal Data by lawful means, limiting the processing to only 

what is necessary to achieve the Company's operational objectives. This includes your still images, motion 

images, and audio recorded by CCTV around the Company's premises. The Company has installed CCTV 

cameras in visible locations and displays warning signs indicating CCTV usage at entrances, exits, and other 

areas the Company deems necessary for monitoring, to collect your Personal Data when you enter the 

premises. The Company shall not install CCTV cameras in any private areas, including restrooms or other 

locations where an individual’s privacy may be compromised. 

 

3. Purposes and Legal Basis for Personal Data Processing 

The Company will process your Personal Data for various purposes, based on the following legal bases: 

• The Company will process data based on legitimate interests, which will be carried out within a 

reasonably foreseeable scope and without unduly affecting your rights or freedoms. 

• The Company will process data for compliance with laws, including regulations or orders from 

competent government authorities, and necessary actions in legal processes. 

• The Company will process Personal Data to protect your vital interests, such as to prevent harm 

to your life, body, or health. 

 

The aforementioned Personal Data processing will be carried out for the following purposes: 

• To protect the safety of your life, body, health, and property both within and around the 

Company's premises. 



 

3 

 

• To ensure the security and safety of buildings, facilities, and assets both within and around the 

Company's premises. 

• To assist in the resolution of disputes arising from disciplinary or grievance procedures. 

• To facilitate investigation processes, handling complaints, including initiating or defending against 

legal actions, such as labor claims. 

 

4. Disclosure of Personal Data 

To achieve the purposes of this Notice, the Company may disclose your Personal Data to individuals 

within and outside the Company. The Company will require recipients of such data to implement 

appropriate data protection measures and to process Personal Data only as necessary, as follows: 

4.1 Internal Units of the Company: The Company may need to disclose your Personal Data to 

Company personnel and internal units, including executives, supervisors, and employees. However, the 

Company will limit this to only those who are involved and have a necessary reason for the processing of 

Personal Data. 

4.2 Service Providers: The Company may engage external service providers to act on its behalf or to 

support the Company's business operations. This includes agents, contractors, and subcontractors of such 

service providers, such as CCTV service providers, for the purpose of data storage on their systems, and for 

system repair and improvement only when authorized by the Company. 

4.3 Competent Government Agencies: The Company may need to disclose your Personal Data to 

government agencies, regulatory bodies overseeing the Company, or other authorities as required by law, 

for compliance with legal obligations. Examples include the Royal Thai Police, the Personal Data Protection 

Committee Office, and Courts, as well as government officials with authority to access Personal Data, such 

as police officers and public prosecutors. 

 

5. Cross-border Transfer of Personal Data 

To carry out the purposes stated in this Notice, the Company may transfer your Personal Data to 

recipients in foreign countries. The Company will implement appropriate data protection and security 

measures and proceed in accordance with Personal Data Protection Laws, including verifying that the 
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destination country or entity has an adequate level of data protection or meets the conditions required by 

law. 

The Company may store your data on external service providers' computer systems, servers, or clouds, 

and may use off-the-shelf software or platforms for data Processing. The Company will control unauthorized 

access to data and require service providers to implement appropriate security measures. 

 

6. Personal Data Retention Period 

The Company will retain your Personal Data for the period necessary to achieve the purposes for which 

that data is processed. The retention period will vary depending on the various purposes. Additionally, the 

Company will retain Personal Data for the period required by relevant laws, taking into consideration legal 

statutes of limitations for potential litigation, as well as Company practices and industry standards. The 

Company will retain your Personal Data for no longer than 90 days from the date such data was collected. 

When it is no longer necessary to retain your Personal Data for the stated purposes or relevant laws, 

the Company will delete, destroy, or anonymize such Personal Data using appropriate methods. 

 

7. Personal Data Security Measures 

The Company has implemented appropriate security measures, covering administrative, technical, and 

physical measures, to prevent unauthorized access, use, alteration, modification, or disclosure of data. 

Examples include access control systems for Personal Data, defining who can access data based on their 

duties, and implementing audit trails to ensure that data is accessed only by authorized personnel. These 

individuals will receive appropriate training and awareness regarding the importance of Personal Data 

security. 

The Company will review such measures, as well as improve and develop them, when necessary or 

when technology changes, to ensure effective data security. 

 

8. Rights of the Data Subject 

Under the Personal Data Protection Law, you, as the Data Subject, have the following rights: 
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8.1 Right to Withdraw Consent: If you have given consent to the Company for the processing of your 

Personal Data, you have the right to withdraw your consent to the processing of your Personal Data at any 

time while your Personal Data is with the Company, unless there are legal or contractual restrictions that 

benefit you. However, this withdrawal of consent will not affect the processing of Personal Data to which 

you have already lawfully consented. If you withdraw the consent given to the Company or do not consent 

to provide data to the Company, whether in whole or in part, it may result in the Company being unable 

to achieve all or some of the purposes specified in this Notice. 

8.2 Right to Access Data and Request a Copy: You have the right to access your Personal Data and 

receive a copy of your Personal Data, and also have the right to request the Company to disclose the 

acquisition of Personal Data for which you did not give consent. 

8.3 Right to Data Portability: You have the right to request the Company to send or transfer Personal 

Data in a format that can be read or used by automated tools or devices, and can be used or disclosed by 

automated means, to another data controller. You also have the right to directly receive Personal Data that 

the Company sends or transfers in such format to another data controller. 

8.4 Right to Object to Data Processing: You have the right to object to the processing of Personal 

Data in cases where the Company processes Personal Data for the legitimate interests of the Company or 

another person, for direct marketing purposes, or for scientific, historical, or statistical research. 

8.5 Right to Erasure: You have the right to request the Company to delete, destroy your Personal 

Data, or make Personal Data unidentifiable in the following cases: you believe your Personal Data is 

processed unlawfully, you believe the Company no longer needs to retain it for the purposes stated in this 

Notice, or when you have exercised your right to withdraw consent or your right to object to data processing 

as stated above. 

8.6 Right to Restriction of Processing: You have the right to request the Company to restrict the 

processing of Personal Data when awaiting verification of the accuracy of Personal Data that you have 

requested to be corrected, when Personal Data should be deleted but you request restriction instead, or 

when the Company is in the process of verifying your objection to data processing. 

8.7 Right to Rectification: You have the right to request the Company to correct your Personal Data 

to be accurate, up-to-date, complete, or not misleading. 
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8.8 Right to Lodge a Complaint: You have the right to lodge a complaint with the Company or a 

competent authority if you believe that the processing of your Personal Data violates or fails to comply 

with the Personal Data Protection Law. 

You can exercise the aforementioned rights at any time by filling in the details through the Data 

Subject's rights request form vailable on the Company website at https://www.greenyellow.co.th 

However, the exercise of such rights may be subject to limitations under Personal Data Protection Laws 

or other relevant laws. In some cases, the Company may have reasonable grounds to refuse your request. 

The Company will provide the reasons for refusal and inform you of the decision on your request. 

 

9. Amendments to the Privacy Notice 

The Company may update or amend this Privacy Notice as appropriate and as circumstances change. 

We request your cooperation in regularly reviewing this Privacy Notice to stay informed of the current 

version. 

 

10. Contact Channels 

If you have questions about the content of this Privacy Notice, need more information about the 

Company's Personal Data protection practices, or wish to exercise your rights as a Data Subject, you can 

contact the Company via the following channels: 

 

Contact Address:  Green Yellow (Thailand) Company Limited 

48/43-44 TISCO Tower 19th Floor, North Sathorn Road, Silom Sub-district, Bangrak 

District, Bangkok, Thailand 10500 

Email:    pdpa@greenyellow.com 

Phone Number:  +66 2079 8081 

 

 




